**Recover**

* In here, basically it maintains proper recovery plans and restores the data & services that are affected by a cyber security incident.
* This particular core function consists with multiple sub-categories as following.

1. Recovery Planning
2. Improvements
3. Communications

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **Sub Function** | **Description** | **Readiness** | | | |
| **Informal** | **Under Development** | **Already Established** | **Not Defined** |
| **Recovery Planning** | **Execute a recovery plan during or after an event.** |  |  |  |  |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **Sub Function** | **Description** | **Readiness** | | | |
| **Informal** | **Under Development** | **Already Established** | **Not Defined** |
| **Improvements** | **Incorporate lessons learned.** |  |  |  |  |
| **Are updated regularly to meet the needs of a changing cyber landscape.** |  |  |  |  |

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **Sub Function** | **Description** | **Readiness** | | | |
| **Informal** | **Under Development** | **Already Established** | **Not Defined** |
| **Communications** | **Manage public relations.** |  |  |  |  |
| **Repair reputation.** |  |  |  |  |
| **Internally communicate recovery activities.** |  |  |  |  |